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Thank you for visiting the Exelixis website and reading our Privacy Statement (or “Statement”).  

This Statement pertains to www.exelixis.com and other Exelixis websites that link to this Statement 

(generally referred to here as “our websites”). This Statement also provides disclosures about 

certain information we collect offline, as described below. It does not apply to information we 

collect through clinical trials. Our employees also receive a supplementary privacy notice that 

supplies additional information about our privacy practices. 

 

Exelixis appreciates that visitors to our websites may have concerns over their privacy, so we want 

to share with you what information we collect and how we use it. We do, however, reserve the right 

to disclose information (i) during emergencies if safety is at risk, (ii) if we are required to do so by 

law or to comply with valid legal processes (such as a search warrant, subpoena, or court order),  

or (iii) to protect Exelixis’ rights or property, including in the event of a transfer of control of Exelixis 

or the sale of substantially all its assets. This Statement also provides information about the 

purposes of our collection of Personal Information and certain rights individuals may have with 

respect to such information. 

 

Please read this entire Statement before using or submitting information to this website. By  

using this website, you agree to our Terms of Use, which incorporate this Statement, and you 

acknowledge and agree to the collection, use and disclosure of any information you share in 

accordance with this Statement. 

 

As used in this Statement, “Personal Information” means information that can be reasonably  

used to identify a living person or that reasonably relates to a living person. “Exelixis” means 

Exelixis Inc., located at 1851 Harbor Bay Parkway, Alameda, CA 94502, which is the controller  

of the personal data collection, use and disclosure described below. 

 

For individuals who are residents of California, please read our California Notice at Collection. 

Data we collect and how we use it 
 

We may collect data from you, including Personal Information under certain circumstances, 

through your interactions with our websites, through your use of our products (including as 

required for us to collect pursuant to applicable regulations), and through other means in which 

you contact us by phone, email, fax, mail or in person and provide Personal Information. More 

information about the specific information we collect through various means and the business 

purposes for which we may do so: 

 

 Information we collect online 
 

1. Information you may provide to us online 

When you visit our websites or contact us through a method provided on our websites,  

you may provide us with Personal Information, including (i) identifiers such as your name, 

postal address, email address, or phone number, or (ii) other information you voluntarily 

provide to us, for example, when you complete the “Contact Us” form. Certain information 

http://www.exelixis.com/
https://www.exelixis.com/terms-of-use/
https://www.exelixis.com/privacy/#california-notice-at-collection


 

we collect may constitute Personal Information categories listed in the California Customer 

Records statute (Cal. Civ. Code § 1798.80(e)), such as name, address, telephone number, 

education, employment, employment history, or characteristics of protected 

classifications such as race or ethnicity data. We collect education, employment, and race 

and ethnicity information when you apply for a position through our Careers page and 

voluntarily provide such information. 

 

We use this information to respond to emails and other inquiries to help improve our 

websites and our services, to send updates or notices about Exelixis or our websites that 

we think may be of interest to you, and in the case of education, employment and race  

and ethnicity information and other information submitted as part of an employment 

application, to process your application for employment and for equal employment 

purposes. We may also combine the Personal Information you provide with other generally 

or publicly available information to help us identify visitors’ preferences or interests, to 

improve our websites and our services or to process employment applications. 

 

We will process information you voluntarily provide in free text forms such as our “Contact 

Us” feature. Although we do not solicit information concerning your health, we cannot 

prevent you from providing such information. If submitted, we use any such voluntary 

information to respond to you, including to answer your inquiries or as otherwise consistent 

with this Statement. 

 

Additionally, we may also obtain certain information described in the “Information we 

collect offline or by email” section below through our websites if you voluntarily submit  

it to us online, such as by sending it through our “Contact Us” form. 

 

2. Information we may collect automatically online 

When you visit our websites, we may automatically collect certain information that 

includes: (i) identifiers, including Internet Protocol (“IP”) addresses and other unique 

identifiers used online; and (ii) internet or other electronic network activity, including 

operating system, device details, usage details such as the date and times a website is 

accessed, referring URL, webpages viewed and links clicked. We may also approximate 

your geographic region and Internet Service Provider based on your IP address. Certain 

internet or other network activity may constitute Personal Information if it is reasonably 

capable of being associated with you, your device or your household. This information  

may be collected by us or on our behalf through our service providers or other third parties 

using a number of technologies, including cookies, web beacons, and other tracking 

technologies, which are described further below. 

 

We use this information for purposes including improving our website and services, such  

as by diagnosing problems with our servers, reporting aggregated information, determining 

the fastest route for your computer to use in connecting to our websites, tailoring website 

functionality for certain geographies, and otherwise administering and improving the 

websites. We may also use this information to better understand our audience and 

personalize our website, services, or advertisements. 



 

Information we collect offline or by email 
 

In addition to our collection of Personal Information online, we also collect Personal 

Information offline or by email in various circumstances, as described below. As discussed 

below, this information is typically collected during our provision of services to you and our 

business partners. 

 

3. Information we may collect when you contact us by email, phone, fax, mail or in 

person 

We may obtain certain information either directly from you or from your healthcare provider 

(“Provider”) by email, phone, fax, mail, or in person. We use such information to provide 

you and our business partners with our products and services, to answer medical inquiries, 

administer our medical information activities, manage and plan our business operations, 

and improve our services. 

 

The information we collect by phone, fax, mail, or in person may include: (i) identifiers, such 

as your name, postal address, email address and phone number; (ii) medical information, 

including prescription number, dosage and health conditions or diagnoses that you choose 

to provide; and (iii) other information you may voluntarily provide to us. 

 

4. Information we collect from Providers 

We collect information relating to individual Providers that we receive during the course of 

our business operations, such as through administering our medical information activities. 

This information may include identifiers, such as name, postal address, email address, 

phone number, and occupational details, including NPI physician ID number or similar 

identifiers, as well as other information Providers voluntarily provide to us. We use such 

information to answer medical inquiries, manage and plan our business operations, and 

improve our services. 

 

5. De-identified information we collect from third parties 

We obtain de-identified information relating to healthcare and prescription drug 

transactions from third parties, such as our service providers, specialty pharmacies,  

and healthcare data providers. This information may include: (i) medical information, 

including medical condition, treatment history, and prescription information such as 

dosage; (ii) health insurance-related information; and (iii) demographic information, 

including income level, year of birth, gender, postal code, and state of residence. In some 

cases, we may direct specialty pharmacy, hubs, and other third parties to share Personal 

Information with our service providers through legally compliant means such as pursuant 

to a business associate agreement where required. Such information may include 

identifiers, health information and Personal Information categories listed in the California 

Customer Records statute (Cal. Civ. Code § 1798.80(e). Our service providers may then  

de-identify such information to provide services to us, as described below. 

 

We use this information to forecast market demands, analyze market trends, understand 

product usage and other patterns for marketing purposes, track prescription drug 



 

distribution, improve the services we offer, and manage and plan our business operations. 

However, when available to Exelixis, this information is provided in a form that is not 

reasonably capable of being associated with, or reasonably linked to, a particular 

individual, and we do not attempt to identify any individuals using this information.  

We contractually obligate any service provider to de-identify Personal Information on  

our behalf and to maintain processes to ensure such information is not re-identified. 

 

6. Information we collect when you visit our facilities 

We may collect certain information from you if you visit our facilities, such as our offices. 

You generally provide this information when you first arrive at our facilities, which includes 

identifiers such as your name and email address. Additionally, we use security cameras in 

our facilities and may collect visual information (namely, your image) and biometric 

information such as facial geometry if your image is captured by one of our security 

cameras. We use this information to protect the security and safety of our staff and visitors, 

and to maintain the security and confidentiality of our facilities, systems, and other 

information. 

 

7. Information we collect through adverse event and safety reporting 

We are required by law to collect certain adverse event and safety information regarding 

our products and services. Where such information concerns individuals, such as patients 

or clinical subjects, we require such information to be de-identified; however, in certain 

limited circumstances, a Provider or other third parties may inadvertently provide us with 

Personal Information. If received, such Personal Information may include identifiers, such 

as your name, postal address, email address, phone number, insurance or other patient ID 

number, and date of birth, and medical information, such as diagnosis and health status, 

therapy and treatment history, and prescription information such as dosage. We have 

adopted procedures to protect such Personal Information and take steps to limit access 

only to those who require such access to accomplish our legitimate business purposes 

described below or to otherwise comply with local, state, or federal law, regulations, or 

other requirements. We use this data to comply with legal requirements and to improve  

and monitor the safety of our products, drug candidates, and services. 

 

Sensitive Personal Information 
 

Certain information we collect may be considered Sensitive Personal Information under 

applicable privacy laws including the California Consumer Privacy Act of 2018, codified  

at Title 1.81.5 of Part 4 of Division 3 of the California Civil Code, as amended including by 

the California Privacy Rights Act of 2020 effective January 1, 2023. The Sensitive Personal 

Information Exelixis collects (or instructs its service providers to collect on its behalf) 

includes: 

 

• Information concerning a person’s health 

• Race and ethnicity information, for equal employment purposes 

 



 

Exelixis does not use Sensitive Personal Information to infer characteristics about data 

subjects; however, we may, in some circumstances, instruct our service providers to  

de-identify Personal Information, including Sensitive Personal Information, that may then 

be used for purposes such as analyzing trends and building profiles. 

 

Business or commercial purposes 
 

We collect and process Personal Information for the purposes described in the sections 

above, to comply with applicable laws, to communicate with you, and for our other 

legitimate business interests. These additional purposes include: 

 

• to respond to inquiries from you or to otherwise perform services or to engage  

with your requests; 

• to send you notices or updates we think may be of interest to you; 

• to operate, maintain and improve our services, including our websites, such as 

diagnosing and debugging issues, or auditing site visits and conducting analytics; 

• to understand how our services and websites are used in order to customize our 

services and activities; 

• for marketing and advertising; 

• to fulfill other legitimate business interests, including to meet our contractual 

obligations and support our internal business operations; 

• to process job applications submitted through our online Careers page; 

• to detect security risks, protect against malicious or illegal activity, and to 

investigate and pursue those responsible for such activity; and 

• to comply with law or regulatory obligations or in response to law enforcement 

requests. 

Disclosure of your information to third parties 

 

We may disclose your Personal Information as necessary to operate our websites or business, 

market our products and services, respond to medical information requests, or respond to other 

specific inquiries. In such cases, the Personal Information we disclose may include identifiers, 

internet or other electronic network activity, geolocation data, and, in certain instances in the 

context of medical information requests or our adverse event reporting and safety activities, 

medical information. Such disclosures may be made to third parties who perform certain functions 

and services for us, including organizing, processing, tracking and storing information on our 

behalf. These service providers may have access to such Personal Information to perform their 

functions but are not permitted to use Personal Information for purposes other than providing 

services to us. 

 

We may also share information with our partners relating to medical information requests for the 

purposes of ensuring the request is appropriately handled by the correct party. 

 



 

We may disclose your Personal Information if we conclude that we are required by law (including  

to regulatory authorities pursuant to applicable regulations) or to comply with valid legal processes 

(such as a search warrant, subpoena, or court order), or if we have a good faith belief that access, 

preservation, or disclosure of such information is reasonably necessary to protect the rights, 

property, or safety of Exelixis, our customers, or the public. We also may disclose such information 

in the event of a transfer of control of Exelixis or the sale of substantially all its assets (subject to 

appropriate confidentiality protections). 

 

We do not otherwise exchange your Personal Information with unaffiliated entities unless you are 

first notified and expressly consent to such transfer, and we do not sell your Personal Information. 

Aggregated information 

 

Exelixis may also collect aggregated information to track data such as the total number of visitors 

to each page of our websites and the domain names of our visitors’ Internet Service Providers. We 

may use this information, which remains in aggregate form, to understand how our visitors use our 

websites so that we may make them better. 

Children 

 

Exelixis does not solicit or knowingly collect any Personal Information from or about children  

under 13 years old through our websites, and we do not knowingly sell or share such information. 

However, if the parent or the guardian of a child under 13 believes that the child has provided  

us with Personal Information, the parent or guardian of that child should contact us at 

privacy@exelixis.com, or via any applicable data subject request process as detailed below,  

so we can delete it from our files. Anyone under 18 years old should seek their parent’s or 

guardian’s permission prior to using or disclosing any Personal Information on our websites. 

How you can control and update data about you 

 

We want to be sure that we keep only the most accurate and up-to-date information in our records. 

Therefore, whenever you believe that your contact information needs to be updated, you can 

contact us at privacy@exelixis.com. You may also, at any time, choose to remove your name, 

telephone number and postal and e-mail addresses from lists we use to send notices or updates, 

and/or elect not to receive correspondence from us, by contacting us at privacy@exelixis.com or 

completing our web form. 

Cookies, web beacons and online advertising 

 

As described under “Data We Collect and How We Use It—Information We Collect Online—2. 

Information we may collect automatically online” above, we or our service providers may use 

cookies, web beacons or other tracking technologies to collect information passively. Cookies  

mailto:privacy@exelixis.com
mailto:privacy@exelixis.com
mailto:privacy@exelixis.com
https://www.exelixis.com/privacy/data-subject-rights-request-form/


 

are small data files stored on your device. Web beacons are electronic images that we may use  

on our websites or communications, which may be used to deliver cookies, count users who have 

visited our websites, or otherwise understand how you interact with our websites or services. 

 

We may use these technologies to collect information about how you interact with our websites  

or our communications and to improve and personalize our websites, services and advertising, 

including by targeting advertisements to you on third-party websites. We may also enter into 

relationships with third-party companies to drive traffic to our websites, and such third-party 

companies may also collect information through their own cookies or other tools. We do not have 

access to or control over cookies or other tools used by these companies, and their information 

practices are not covered by this Statement. Please contact them directly for more information 

about their privacy practices. 

Choices about tracking technologies and advertising 

 

You can set your browser to refuse all or some browser cookies; however, refusing cookies may 

affect your experience using website features or services. We may also allow certain service 

providers to serve targeted advertisements to you on third-party websites based upon your use  

of our websites or services. For further information about targeted advertising and how you can  

opt out of having certain providers use your browsing information for these activities, 

visit Aboutads.info/choices. 

 

We may also use third-party analytics providers (such as Google Analytics) on our websites to 

collect and analyze usage information using cookies and similar tools, to engage in auditing, 

research, or reporting, assist with fraud prevention, or provide certain features to you. To prevent 

Google Analytics from using your information for analytics, you may install the Google Analytics 

Opt-Out add-on for your browser by visiting Tools.google.com/dlpage/gaoptout. 

 

Our website is designed to honor Global Privacy Control signals. Because there is no consensus  

or common recognition of “Do Not Track” signals, we do not currently alter any of our online 

practices when received. 

Marketing communications 

If at any time you no longer wish to receive marketing communications from us via email, you  

can click the unsubscribe link at the bottom of any email or email us at privacy@exelixis.com. 

Consent to receive automated marketing text messages is not a condition of any purchase. You 

can opt-out of receiving commercial text messages via by responding to any of our text messages 

with any of the following replies: STOP, END, CANCEL, UNSUBSCRIBE or QUIT. If you opt-out, we 

may still send you messages regarding the status of your orders and other service-related 

communications. 

https://optout.aboutads.info/
https://tools.google.com/dlpage/gaoptout
mailto:privacy@exelixis.com


 

Data subject rights 

 

Depending on your residency, you may have certain rights relating to your Personal Information. 

These rights vary by state and country, but they may include the following rights: 

• The right to request additional disclosures about the Personal Information we collect, use, 

and disclose; 

• The right to request access to, rectification, or erasure of your Personal Information; 

• The right to restrict or object to the processing of your Personal Information; 

• The right to opt-out of the sale or sharing of your Personal Information for cross-context or 

targeted advertising (if any); 

• The right to obtain a copy of your Personal Information in portable format; and 

• The right to limit the use of Sensitive Personal Information. 

 

We will not discriminate against you for exercising any rights available to you under applicable law. 

Exercising data subject rights 

 

If you would like to exercise any of the rights described above, please email privacy@exelixis.com 

with the phrase “Data Subject Request” in the subject line. You may also call 1-855-400-3935 or 

complete our web form. We will review your request and respond accordingly. Please note that the 

rights described are not absolute and we reserve all of our rights available under applicable laws. 

Additionally, if we retain information relating to you in de-identified form, we will not attempt to  

re-identify your information in response to a request. 

 

If you make a request relating to your Personal Information, you will be required to supply a valid 

means of identification as a precaution to verify your identity. In order to do this, we will request 

that you match specific pieces of information we have been provided previously, as well as, in 

some instances, provide a signed declaration under penalty of perjury that you are the individual 

whose Personal Information is the subject of the request. If it is necessary to collect additional 

information from you, we will use the information only for verification purposes and will delete it as 

soon as practicable after complying with the request. For requests relating to particularly sensitive 

information, we may require additional proof of identification. 

 

You may authorize another individual or a business, called an authorized agent, to make requests 

on your behalf. If you make a request relating to your Personal Information through an authorized 

agent, we will require written proof that the agent is authorized to act on your behalf. 

 

We may have a reason under the law why we do not have to comply with your request, or why we 

may comply with it in a more limited way than you anticipated. If we do, we will explain that to you 

in our response. We will process requests within the timeframe provided under applicable law. 

 

If we deny your request, you may have the right to appeal our decision. You can request further 

review by emailing privacy@exelixis.com with the phrase “Data Subject Request Appeal” in the 

subject line or by calling 1-855-400-3935. 

mailto:privacy@exelixis.com
tel:18333060552
https://www.exelixis.com/privacy/data-subject-rights-request-form/
mailto:privacy@exelixis.com
tel:18333060552


 

Data integrity and security 
 

Exelixis takes reasonable steps to protect your Personal Information as you transmit your 

information from your computer to our website and to protect your information from loss, misuse, 

and unauthorized access, disclosure, alteration, or destruction. We endeavor to keep information 

transmitted to this website secure to the extent possible using existing and appropriate technology. 

You should keep in mind, however, that no internet transmission is ever 100% secure or error free. 

In particular, email sent to or from our websites may not be secure, and you should therefore take 

special care in deciding what information you send to us via email. Moreover, it is your 

responsibility to safeguard passwords, ID numbers, or other special access features you use on 

this website. 

Retention 
 

We will retain your Personal Information for no longer than necessary to fulfil the specified 

purposes for collection and use (or a reasonable time thereafter) or other compatible purposes 

including satisfying legal requirements, as permitted by law.  

Third-party websites 

 

This website may provide links to other websites as a service to our visitors. These are websites we 

believe may have helpful information. However, Exelixis does not endorse and is not responsible 

for the content of third-party websites. Similarly, Exelixis does not have any control over 

information you may choose to provide to those websites. 

 

This Statement does not apply to third-party websites, even if they are linked to Exelixis websites. 

Other websites you visit may have their own privacy policies or no policy at all. Other websites 

might use Personal Information differently than this Statement permits. We strongly encourage you 

to review the privacy policies of any website before providing any Personal Information. 

Cross-border data transfers 

 

This website and other websites that link to this Statement are controlled and operated by Exelixis 

from the United States. Any information you provide to us through use of our websites may be 

stored and processed, transferred between, and accessed from the United States and other 

countries that may not guarantee the same level of protection of Personal Information as the one  

in which you reside. However, we will handle your Personal Information in accordance with this 

Statement regardless of where your Personal Information is stored or accessed. 

 



 

EEA/UK disclosures 

 

If you are located in the European Economic Area (EEA) or United Kingdom (UK), additional 

disclosures that may apply to you: 
 

This privacy notice (or “GDPR Privacy Notice”) should be read in conjunction with our 

Privacy Statement. The purpose of this document is to provide you with additional 

information on how Exelixis Inc. (“Exelixis”) uses your personal data that is subject to  

and other information required by the EU General Data Protection Regulation (2016/679);  

the UK General Data Protection Regulation; and/or the Swiss revised Federal Act on Data 

Protection 2020 (“FADP”) and, where applicable the revised Swiss Ordinance on Data 

Protection 2022 (“FODP”) (together, the “GDPR”). 

“Personal data,” as used in this GDPR Privacy Notice, means information that can be 

reasonably used to identify a living person or that reasonably relates to a living person.  

“Processing,” as used in this GDPR Privacy Notice, means any operation or set of 

operations which is performed on personal data or on sets of personal data, whether or not 

by automated means, such as collection, recording, organization, structuring, storage, 

adaptation or alteration, retrieval, consultation, use, disclosure by transmission, 

dissemination or otherwise making available, alignment or combination, restriction, 

erasure, or destruction.  

Controller and contact details 
 

Exelixis is a controller under the GDPR and is therefore responsible for the personal data we 

process about you. If you have any questions about this GDPR Privacy Notice, including any 

requests to exercise your legal rights in respect of your personal data, please contact us 

using the details set out below: 

• Full name of legal entity: Exelixis Inc. 

• Email address: privacy@exelixis.com  

• Postal address: Legal Department, Exelixis, Inc., 1851 Harbor Bay Parkway, 

Alameda, California 94502 

 

Exelixis’ Data Protection Officer (DPO) can be contacted at Boulevard Initialis, 7 box 3 – 

7000 Mons (Belgium) exelixis.dpo@mydata-trust.info. As Exelixis is not based in the EU,  

we have appointed a Data Protection Representative in the EU, who can be contacted at: 

MyData-TRUST France Rue de Rennes, 140b, 75006 Paris (FRANCE); and a Data Protection 

representative in the UK, who can be contacted at: Belmont Building, Belmont Road, 

Uxbridge, England, UB8 1HE (United Kingdom). 

 

https://www.exelixis.com/privacy/
mailto:privacy@exelixis.com
mailto:exelixis.dpo@mydata-trust.info


 

Legal basis 

 

Please read the Privacy Statement for information on Exelixis’ data collection and use 

practices. We will only use your personal data when and how the law allows us. We 

process personal data for the purposes described in our Privacy Statement consistent  

with the following legal bases: 

 

• Where we need to perform the contract we are about to enter into or have entered 

into with you. 

• Where it is necessary for our legitimate interests (or those of a third party) and your 

interests and fundamental rights do not override those interests (for example, to 

keep our records updated, to study how customers use our products/services, 

running our business, the provision of administration and IT services, network 

security, to prevent fraud, and in the context of a business reorganisation or a group 

restructuring exercise). 

• Where we need to comply with a legal obligation (for example, adverse event and 

safety reporting). 

• Where you have provided consent for us to process your personal data. For 

example, when required by law, we request your consent before sending direct 

marketing communications to you via email or text message and you can opt out at 

any time using conventional methods. You can also request to withdraw consent to 

marketing or other processing of your personal data by using the contact methods 

at the end of the “Data subject rights” section below.  

• We may rely on other legal bases in certain cases, including clinical trials, where a 

specific notice will be presented to the data subject at or before the time of data 

collection. 

 

Data subject rights 

 

The GDPR gives you certain rights in respect of the personal data that we hold about you. 

Details of these rights are set out below: 

• Access. You have the right to confirm with us whether your personal data is 

processed, and if it is, to request access to that personal data including the 

categories of personal data processed, the purpose of the processing, and the 

recipients or categories of recipients. This is not an absolute right, and if you want  

to request more than one copy, we may charge a fee. 

• Rectification. You may have the right to rectify inaccurate or incomplete personal 

data concerning you.  

• Erasure. In limited circumstances, you may have the right to ask us to erase 

personal data concerning you. 

• Restriction. You also have the right to ask us to restrict the processing of your 

personal data in certain circumstances, for example, if you believe that your 

personal data held by us are inaccurate. 

https://www.exelixis.com/privacy/
https://www.exelixis.com/privacy/


 

• Data Portability. You may have the right to receive personal data concerning you, 

which you have provided to us, in a structured, commonly used, and machine-

readable format and you may have the right to transmit that data to another entity. 

• Right to Object. Under certain circumstances you may have the right to object,  

on grounds relating to your particular situation, at any time to the processing of  

your personal data, including profiling, by us and we can be required to no longer 

process your personal data. This may include requesting human intervention in 

relation to an automated decision so that you can express your view and to contest 

the decision. 

• Marketing. You have the right at any time to ask us not to process your personal 

data for direct marketing purposes, including profiling if it is related to such direct 

marketing. If you object to the processing for direct marketing purposes, we will no 

longer process your personal data for such purposes. 

• Complaint. If you are based in the UK and you have concerns about our handling  

of your personal data, you have the right to lodge a complaint with the Information 

Commissioner’s Office (“ICO”) (Ico.org.uk), which is the UK’s supervisory authority 

for data protection issues. If you are based in the EU, you have the right to lodge a 

complaint with the relevant supervisory authority, details of which are on the 

European Data Protection Board (EDPB) website, depending on the country in which 

you are based (Edpb.europa.eu/about-edpb/about-edpb/members_en). If you are 

based in Switzerland, you have the right to lodge a complaint with the Federal Data 

Protection and Information Commissioner (FDPIC)(Edoeb.admin.ch/en/contact-2). 

 

If you would like to exercise any of the rights described above, please email 

privacy@exelixis.com with the phrase “Data Subject Request” in the subject line. You may 

also call 1-855-400-3935 or complete our web form.  

Please note that those rights are not absolute. Hence, your exercising of those rights needs 

to be assessed on a case-by-case basis before we give effect to them. 

Cross-border data transfers 

 

This website and other websites that link to this GDPR Privacy Notice or Privacy Statement 

are controlled and operated by Exelixis from the United States. Information you provide to 

us both on our website and through other means may be stored and processed, transferred 

between, and accessed from the United States and other countries that may not guarantee 

the same level of protection of personal data as the one in which you reside. Where such 

transfers take place from the European Economic Area (EEA) or United Kingdom (UK), they 

will be in accordance with the GDPR and all relevant Data Protection Laws, including 

through the execution of standard contractual clauses as approved by the European 

Commission or the UK international data transfer addendum to the standard contractual 

clauses, or the UK International Data Transfer Agreement issued by the ICO or Swiss 

Addendum to the EU Commission Standard Contractual Clauses or where we are entitled 

to rely on one of the other safeguards permitted by applicable law.  
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Please contact us if you want further information on the specific mechanism used by us 

when transferring your personal data out of the EEA or UK. To receive a copy of the Standard 

Contractual Clauses relevant to any such transfer of your personal data, please email 

privacy@exelixis.com with the phrase “Standard Contractual Clauses” in the subject line. 

Thailand disclosures 

 

If you are located in Thailand, additional disclosures that may apply to you: 

 

Please read the Privacy Statement for information on Exelixis’ data collection and use. The 

purpose of the collection, the legal basis, the data retention period, and the rights of the 

data subject are described in our Privacy Statement. 

 

Exelixis has appointed a Data Protection Officer (DPO) for Thailand. Exelixis’ DPO can be 

contacted at: 

 

Data Excellium Co. 

Ltd 97/4 Ramkhamheang 112  

Sapansoong, Bangkok 10240 Thailand 

  

email: dpr.th@mydata-trust.info 

Other countries disclosures 

 

This Privacy Statement is directed to all visitors to the Exelixis website. The Privacy Statement has 

been drafted primarily with U.S. and European Data Protection Laws in mind. Data Protection Laws 

in other parts of the world draw heavily on the U.S. and European models. This Privacy Statement 

takes into account the specifics of other countries and applies in its entirety to all visitors to the 

Exelixis website. 

  

If you have any questions or require further information, please do not hesitate to contact us at the 

following address: 1851 Harbor Bay Parkway, Alameda, CA 94502. 

CCPA Notice at Collection for online sources 

 

The California Consumer Privacy Act of 2018, as amended including by the California Privacy 

Rights Act of 2020 effective January 1, 2023 (together, the “CCPA”), requires us to provide certain 

disclosures before our collection of Personal Information from California residents, as summarized 

below. Other than through your voluntary submissions through contact forms or job applications, 

described below, we do not collect Sensitive Personal Information online. 
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Category of Personal 

Information 

 

Purpose for collection and 

use 

Is the Personal 

Information 

“sold” or 

“shared”? 

How long is the 

Personal 

Information 

retained? 

A. Identifiers: such as 

your name, postal 

address, email 

address, or phone 

number 

Respond to emails or other 

inquiries, to help improve 

our websites and our 

services, or to send 

updates or notices about 

Exelixis or our websites that 

we think may be of interest 

to you 

Combine the Personal 

Information you provide 

with other generally or 

publicly available 

information to help us 

identify visitors’ 

preferences or interests, or 

to improve our websites 

and our services 

IP address and 

other online 

identifiers are 

shared for 

advertising and 

marketing 

purposes but are 

not “sold” as the 

term is 

traditionally used 

for money 

No longer than 

necessary to fulfill 

the specified 

purposes for 

collection and use 

(or a reasonable 

time thereafter) or 

other compatible 

purposes including 

satisfying legal 

requirements 

 

B. Personal 

Information 

categories listed in 

the California 

Customer Records 

statute (Cal. Civ. 

Code § 1798.80(e)):  

a name, address, 

telephone number, 

education, 

employment, 

employment history 

Respond to emails or other 

inquiries, to help improve 

our websites and our 

services, or to send 

updates or notices about 

Exelixis or our websites that 

we think may be of interest 

to you 

Combine the Personal 

Information you provide 

with other generally or 

publicly available 

information to help us 

identify visitors’ 

preferences or interests, or 

to improve our websites 

and our services 

No No longer than 

necessary to fulfill 

the specified 

purposes for 

collection and use 

(or a reasonable 

time thereafter) or 

other compatible 

purposes including 

satisfying legal 

requirements 



 

C. Internet or other 

similar network 

activity: Internet 

Protocol (“IP”) 

addresses and other 

unique identifiers 

used online; internet 

or other electronic 

network activity, 

including operating 

system, device 

details, usage details 

such as the date and 

times a website is 

accessed, referring 

URL, webpages 

viewed, and links 

clicked 

Improve our website and 

services 

Diagnose problems with our 

servers 

Report aggregated 

information 

Determine the fastest route 

for your computer to use in 

connecting to our websites 

Tailor website functionality 

for certain geographies 

Administer and improve the 

websites 

Better understand our 

audience and personalize 

our website, services, or 

advertisements 

IP address and 

other online 

identifiers are 

shared for 

advertising and 

marketing 

purposes, but are 

not “sold” as the 

term is 

traditionally used 

for money 

No longer than 

necessary to fulfill 

the specified 

purposes for 

collection and use 

(or a reasonable 

time thereafter) or 

other compatible 

purposes including 

satisfying legal 

requirements 

D. Professional or 

employment-related 

information: 

Information you 

submit through our 

“Careers” page 

Process the application you 

have submitted 

As otherwise disclosed in 

our employee/applicant 

privacy policy 

No No longer than 

necessary to fulfill 

the specified 

purposes for 

collection and use 

(or a reasonable 

time thereafter) or 

other compatible 

purposes including 

satisfying legal 

requirements  



 

E. Sensitive Personal 

Information:  Race 

and ethnicity data 

collected for equal 

employment 

purposes; health 

information when 

voluntarily provided 

through contract 

forms 

Equal employment 

purposes for job 

applications 

Process the application you 

have submitted 

Process medical 

information requests and 

other communications you 

send voluntarily including 

such information 

 

No No longer than 

necessary to fulfill 

the specified 

purposes for 

collection and use 

(or a reasonable 

time thereafter) or 

other compatible 

purposes including 

satisfying legal 

requirements 

 

To opt-out of the “sale” or “sharing” of your Personal Information, please email 

privacy@exelixis.com  with the phrase “Data Subject Request” in the subject line. You may also 

call 1-833-306-0552 or complete our web form.  

California Shine the Light 

 

In addition to other rights that may be provided to California residents, California law permits users 

of our websites who are California residents to request certain information about how their 

information is shared with third parties for direct marketing purposes. If you would like to make 

such a request, please email us at privacy@exelixis.com or write us at Legal Department, Exelixis, 

Inc., 1851 Harbor Bay Parkway, Alameda, California 94502, Attn: Privacy. 

Washington and Nevada Consumer Health Data 

Notice 

 

Additional information about our collection, use, and disclosure of Consumer Health Data: 

 

This Consumer Health Data Privacy Notice (the “Notice”) explains our collection, use,  

and disclosure of Personal Information that may identify your past, present, or future 

physical or mental health status (“Consumer Health Data”). This Notice does not apply  

to information we collect through clinical trials or to our employees and contractors.  

This Notice supplements our Privacy Statement, which may be consulted for additional 

information about our privacy practices. 

 

Consumer Health Data we collect 
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We may collect Consumer Health Data in certain circumstances, such as in the context  

of our medical information activities and to respond to medical inquiries. Examples of 

Consumer Health Data we collect include health conditions and diagnoses, treatment 

information, medication and prescription information, prescription number, dosage, and 

other health information you may voluntarily provide us. As described in our Privacy 

Statement, we do not solicit information about your health online but cannot prevent you 

from supplying it. We also have adopted procedures to limit the amount of health 

information we receive, such as in some cases requiring de-identification. 

 

Categories of sources 
 

We collect Consumer Health Data from sources including: directly from you when you 

share it with us; from your healthcare provider; through our websites; and from our 

business partners. 

 

Our use of Consumer Health Data 
 

We use the Consumer Health Data we collect to provide a product of service requested by 

you or to comply with applicable laws, such as to provide our patient assistance and 

medical information programs; to respond to medical inquiries; for adverse event and 

safety reporting as disclosed in our Privacy Statement; communicating information about 

our products and services; and to comply with law or regulatory obligations. 

 

Our disclosure of Consumer Health Data 
 

We disclose the categories of Consumer Health Data described above in the following 

situations: 

 

Service Providers. We may share your information with third parties who perform certain 

functions and services for us, including organizing, processing, tracking, and storing 

information on our behalf. 

 

Partners. We may share your information with our partners relating to medical information 

requests for the purposes of ensuring the request is appropriately handled by the correct 

party. 

 

Legal. We may disclose your information if we conclude that we are required by law 

(including to regulatory authorities pursuant to applicable regulations) or to comply with 

valid legal processes (such as a search warrant, subpoena, or court order), or if we have a 

good faith belief that access, preservation, or disclosure of such information is reasonably 

necessary to protect the rights, property, or safety of Exelixis, our customers, or the public.  
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Corporate Event. We may disclose your information in the event of a transfer of control of 

Exelixis or the sale of substantially all its assets (subject to appropriate confidentiality 

protections). 

 

Your rights under state law 
 

Residents of Washington and Nevada have the right to access and delete certain Consumer 

Health Data we collect about them. If you would like to exercise either of these rights, 

please email privacy@exelixis.com with the phrase “Data Subject Request” in the subject 

line. You may also call 1-855-400-3935 or complete our web form. If your request to 

exercise your rights is denied, you may appeal that decision using our web form. If you 

submit an appeal, select the type of request you are appealing (access or delete) and 

describe the basis for your appeal under “Request details.” Please note that the rights 

described are not absolute and we reserve all of our rights available under applicable laws. 

 

For your security and to ensure unauthorized third parties do not access your Consumer 

Health Data, we will require you to verify your identity before we can act on your request. In 

order to do this, we will request that you match specific pieces of information we have been 

provided previously. For requests relating to particularly sensitive information, we may 

require additional proof of identification. 

 

Your state may also provide you with the right to revoke your consent for the processing of 

Consumer Health Data or to request that Exelixis stop processing your Consumer Health 

Data. As described in this Notice, Exelixis does not process Consumer Health Data except 

as reasonably necessary to provide goods or services that you have requested or as 

required by law. As a result, we do not offer a generally applicable option to revoke consent 

or stop processing Consumer Health Data. If consent is required for Exelixis to process your 

Consumer Health Data, you will be provided with a separate notice that describes how you 

may revoke your consent at the time your consent is obtained. 

 

Depending on your state of residence, you may have additional privacy rights. For more 

information, please see “Data subject rights” in our Privacy Statement. 

 

Changes to this notice 
 

We will update this Notice when necessary to reflect changes in how we use Consumer 

Health Data or the applicable law. When we post changes to this Notice, we will revise the 

“Updated” date at the top of the Notice. 

 

How to contact us 
 

In the event of any questions, comments or concerns, please write to us at Legal 

Department, Exelixis, Inc., 1851 Harbor Bay Parkway, Alameda, California 94502, or 

at privacy@exelixis.com. Or, you can call us at 1-650-837-7000.  
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Changes 

 

You should check this Privacy Statement regularly for any changes. We will provide a notice if we 

make any material changes to this Statement, which we may do by posting a message on our 

websites. 

Questions 

 

In the event of any questions, comments, or concerns, please write to us at Legal Department, 

Exelixis, Inc., 1851 Harbor Bay Parkway, Alameda, California 94502, or at privacy@exelixis.com. 

Or, you can call us at 1-650-837-7000. 
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